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29. A zettabyte is one sextillion bytes or $10^{21}$ (1,000,000,000,000,000,000,000).
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61. U.S. Cyberspace Solarium Commission, A Warning From Tomorrow.


Endnotes


for International and Strategic Studies, July 9, 2020, https://www.csis.org/analysis/
c3-challenges-facing-future-system; George Perkovich and Ariel Levite, “How Cyber
www.defenseone.com/ideas/2021/04/how-cyber-ops-increase-risk-accidental-
nuclear-war/713523.

113. Nicole Perlroth, This is How They Tell Me the World Ends: The Cyber Weapons Arms Race

114. Ellen Nakashima and Craig Timberg, “NSA Officials Worried About the Day Its Potent
www.washingtonpost.com/business/technology/nsa-officials-worried-about-the-day-
hits-potent-hacking-tool-would-get-loose-then-it-did/2017/05/16/50670b16-3978-
11e7-a058-ddbb23c75d82_story.html.

115. Ari Schwartz and Rob Knake, Government’s Role in Vulnerability Disclosure: Creating a
Permanent and Accountable Vulnerabilities Equities Process (Cambridge, MA: Belfer
Center, 2016); Michael Daniel, “Heartbleed: Understanding When We Disclose Cyber
blog/2014/04/28/heartbleed-understanding-when-we-disclose-cyber-vulnerabilities.

116. China’s Capabilities for State-Sponsored Cyber Espionage: Testimony Before the U.S.-China
Economic and Security Review Commission, 117th Cong. (February 17, 2022) (statement
of Kelli Vanderlee, Senior Manager, Strategic Analysis, Mandiant Threat Intelligence),
https://www.uscc.gov/sites/default/files/2022-02/Kelli_Vanderlee_Testimony.pdf; Zeyi
Yang, “Beijing Punishes Alibaba for Not Reporting Log4j Loophole Fast Enough,”
cloud-log4j#.

Ever,” Wired, April 21, 2022, https://www.wired.com/story/zero-day-exploits
vulnerabilities-google-mandiant.

principles-cyber-security-vulnerabilities; Communication Security Establishment,
“CSE’s Equities Management Framework,” last updated March 11, 2019, https://cse-
cst.gc.ca/en/information-and-resources/announcements/cses-equities-management
framework; National Cyber Security Centre, “Equities Process,” November 29, 2018,
https://www.ncsc.gov.uk/blog-post/equities-process; Marietje Schaake, Software
Vulnerability Disclosure in Europe: Technology, Policies, and Legal Challenges (Brussels:
disclosure-europe-technology-policies-and-legal-challenges.

119. Ellen Nakashima, “Cyber Command Has Sought To Disrupt the World’s Largest
Botnet, Hoping To Reduce Its Potential Impact on the Election,” Washington Post,
command-trickbot-disrupt/2020/10/09/19587aae-0a32-11eb-a166-dc429b380d10
story.html; Andy Greenberg, “A Trickbot Assault Shows US Military Hackers’
cyber-command-hackers-trickbot-botnet-precedent.


